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【重要】当社代表者名や会社名を騙った迷惑メール（なりすましメール）に関する注意喚起 

 

現在、当社の代表者名や会社名を装い、LINEグループへの招待、QRコードの送付、個人情報の提供依頼

などを行う、なりすましメール（フィッシング詐欺）が確認されています。 

これらのメールは、当社が送信したものではなく、第三者による不正行為であり当社とは一切関係ござい

ません。 

 

≪確認されている手口の例≫ 

・代表者名を名乗り、LINEグループ作成を依頼する 

・QRコードの送付を求める 

・個人情報（氏名・電話番号・アカウント情報等）の提供を促す 

・「至急」「重要」などの文言で開封を誘導する 

 

≪このようなメールを受信された際のお願い≫ 

心当たりのないメールや、不審な内容のメールを受信された場合は、 

以下の対応を徹底していただきますようお願い申し上げます。 

 

• 不審なメールは開封せず速やかに削除する 

• 返信をしない 

• 記載された URLへアクセスしない 

• QRコードやリンクを送信しない 

• LINEグループを作成しない 

• 添付ファイルを開かない 

 

≪当社の対応≫ 

当社では、情報セキュリティ対策の強化に継続して取り組んでおります。 

引き続き、外部からの不正アクセスやなりすまし行為の監視強化に努めてまいります。 

 

当社がメールにて SNSへの誘導や個人情報の提供 を求めることは一切ありません。 

※これらの不正メールに起因して損害が発生した場合、当社に帰責事由がある場合を除き、 

責任を負いかねます。 
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